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1	Overall description

SA3 would like to bring to CT3 attention the following. A review of specification 29.222 and 33.122 showed a conflict regarding CAPIF-2.
TS 33.122 states in clause 6.4 for the CAPIF-2 i/f: "The procedure in subclause 6.5 of the present document shall be followed unless the security of CAPIF-2 reference point is provided by other means." 
TS 29.222, clause 8.2.4.2.3 InterfaceDescription, is making securityMethod mandatory, which contradicts 33.122 clause 6.4, which provides support of pipe protection with TLS, but allows authorization and authentication to be "provided by other means".
SA3 kindly ask CT3 to enable this case.

2	Actions
To 3GPP CT3
ACTION: 	
SA3 asks CT3 to address the conflict described between stage 2 and stage 3 specification for the CAPIF-2 interface. 



3	Dates of next TSG SA WG 3 meetings
SA3#113	6 -10 November 2023	Chicago, US
SA3#114	22 - 26 January 2024	EU (TBD)

